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USB devices have evolved into useful storage media. But with these 

advantages comes a danger - just one lost or stolen USB drive could 

prove disastrous, leaving private notes or financial data exposed. The EU 

General Data Protection Regulation (GDPR) imposes strict penalties on 

organisations that do not protect the personal data of individuals or other  

organisations which they hold.

The Verbatim Store 'n' Go Secure Pro USB drive encrypts data stored on 

the drive and secures it with a password. This minimises risk by ensuring 

that data cannot be accessed if the drive is lost or stolen.

• Mandatory 100% drive encryption

• GDPR & FIPS 140-2 Compliant

• Military Grade hardware-based 256-bit AES encryption

• Preloaded with an intuitive auto run security application for 

password protection

• Password hashing algorithm

• Hack resistant password entry - erases data after

10 failed entry attempts

• Strict authorisation policy & password rules

• No admin rights required on host PC

Secure Pro USB 3.0 Drive



Product Dimensions: 55mm x 20mm x 9.5mm (L x W x H)

Product weight: 7 grams

Pack dimensions: 90mm x 10mm x 135mm (W x D x H)

Pack weight: 13 grams

Units per carton: 10

Carton dimensions: 95.25mm x 139.7mm x 73.02mm (W x H x D)

Carton weight: 180 grams approx.

Cartons per pallet: 840

Layers per pallet: 7

Units per pallet: 8400

Languages:

Front of pack: English / French 

Back of pack: 

ENG, FRE, GER, IT, SP, POR, POL, RUS, CZ, H, SER, CRO, Simplified 

Chinese, and Korean

System requirements:

Windows 10, 8, 7 or higher

Mac OS X 10.4 or higher

PN Capacity Bar code EAN128 code EAN14 code

98664 16GB 0 23942 98664 5 (02) 00 023942 98664 5 3710 9158 50023942 98664 0

98665 32GB 0 23942 98665 2 (02) 00 023942 98665 2 3710 9158 50023942 98665 7

98666 64GB 0 23942 98666 9 (02) 00 023942 98666 9 3710 9158 50023942 98666 4
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